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CISM Examination Preparation Program - CISM 
 
Duration: 4 days 
 
 
COURSE DESCRIPTION 
 

The mark of excellence for a professional certification program is the value and recognition it bestows on the 

individual who achieves it. Since 1978, the Certified Information Security Manager (CISM) program, sponsored by 

ISACA®, has been the globally accepted standard of achievement among information security professionals. 
 

COURSE OBJECTIVES 
 

After completing this course, students will be able to: 

▪ To successful completion of the CISM® examination 

▪ To learn how to do Information security manager job 

▪ Adherence to the Code of Professional Ethics  
 

COURSE OUTLINE 
 

Domain 1—Information Security Governance 

Establish and/or maintain an information security governance framework and supporting processes to ensure that 

the information security strategy is aligned with organizational goals and objectives 
 

Domain 2—Information Security Risk Management 

Manage information risk to an acceptable level based on risk appetite to meet organizational goals and objectives. 
 

Domain 3—Information Security Program  

Develop and maintain an information security program that identifies, manages and protects the organization’s 

assets while aligning to information security strategy and business goals, thereby supporting an effective security 

posture. 
 

Domain 4—Incident Management 

Plan, establish and manage the capability to detect, investigate, respond, and recover from information security 

incidents to minimize business impact. 
 

Practice with hundreds of CISM exam questions 
 

WHO SHOULD ATTEND 
 

▪ Information Security Consultant 

▪ Professional 

▪ Manager  


